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Privacy Notice for Consent Withdrawal 

 

THAI SECOM SECURITY Co., Ltd. (“Data Controller”) hereby notifies you regarding the 

collection, storage, use, disclosure, and transfer (collectively “Data Processing”) of the personal data 

relating to you (“Relevant Personal Data”) as follows: 

 

1. Relevant Personal Data 

The Relevant Personal Data includes but is not limited to the following, as well as all the 

information related to you which the Data Controller has received due to receiving the contacting 

from you regarding the submission of the consent withdrawal form (“Withdrawal Form”) 

relating to the personal data which the Data Controller has collected before the Personal Data 

Protection Act B.E. 2562 (2019) (“PDPA”) takes effect. 

(1) Contact information such as names, nicknames, addresses, domiciles, telephone numbers, e-

mail addresses 

(2) Information necessary for confirming the identity, such as a copy of a national identification 

card, a copy of a passport, or a facial photograph 

(3) Date of birth 

(4) Gender 

(5) Nationality 

(6) Religion, faith and belief 

(7) Your physical appearance, voice, words, use of words, conversation, and actions, movements, 

physical maneuvers and conducts, and patterns thereof, as well as the voices associated 

therewith as far as surveillance cameras and recorders which are installed at the premises of 

the Data Controller can record 

(8) Other information which appears on the Withdrawal Form and any other supporting 

documents 

 

2. Purposes of the Data Processing 

The Data Controller shall conduct the Data Processing of the Relevant Personal Data only for any 

or all of the following purposes. 

(1) Considering the Withdrawal Form. 

(2) Identification of yourself. 

(3) Considering the correction and/or completeness of the evidence or supporting documents. 

(4) Contacting between the Data Controller and you in relation to (1) to (3) above. 

(5) Contacting with any other third parties which may be necessary for proceeding in accordance 

with the Withdrawal Form or to accomplish (1) to (4) above. 
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(6) Managing the safety within the premises of the Data Controller or safety of the employees of 

the Data Controller. 

 

3. To whom the Relevant Personal Data shall be disclosed or transferred 

The Data Controller shall have the right to disclose and transfer the Relevant Personal Data to any 

or all of the following natural persons or juristic persons to accomplish the purposes provided in 

Clause 2 above. 

(1) Directors, employees, and advisors of the Data Controller. 

(2) Accounting firm, law firm and other service providers hired by the Data Controller. 

(3) Parent companies, subsidiaries, group or affiliated companies of the Data Controller, and (1) 

and (2) above of the parent companies, subsidiaries, group or affiliated companies of the Data 

Controller. 

(4) Customers or business counterparts of the Data Controller of any third parties who are natural 

persons or juristic persons to whom the Data Controller needs contact in order to accomplish 

the purposes provided in Clause 2 above. 

 

4. Collection and retention period of the Relevant Personal Data 

The Data Controller shall collect and store the Relevant Personal Data for as long as the processing 

of or processing in relation to the Withdrawal Form lasts and for 10 years thereafter. 

 

5. Contact information of the Data Controller 

Data Controller THAI SECOM SECURITY Co., Ltd. 

87/2 14th Floor, CRC Tower All Seasons Place, Wireless Road, 

Lumpinee Sub-district, Phatumwan District, Bangkok 10330, 

Thailand 

Telephone No.02-685-3999 Ext 2410 

E-mail: secomth_cos@secom.co.th 

 

6. Cross-border transfer of the Relevant Personal Data 

In conducting the Data Processing, the Data Controller may transfer the Relevant Personal Data 

to Japan where the parent company of the Data Controller is located or to any another destination 

outside Thailand. However, in some cases, the personal data protection standard in the destination 

country may not be sufficient as required by the relevant state authority under the PDPA. 
 

7. Your rights 

You have the following rights pursuant to the provisions of the PDPA: 

(1) Right to withdraw consent 

You shall have the right to withdraw consent regarding the Data Controller’s Data Processing 
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of the Relevant Personal Data at any time during the period of collection and retention of such 

Relevant Personal Data. 

(2) Right to access 

You have the right to access and request for the copies of the Relevant Personal Data which 

are under the control of the Data Controller. Also, if the Relevant Personal Data has been 

collected without your consent, you have the right to seek for the disclosure of such collection. 

(3) Right to portability 

You shall have the right to request that the Data Controller transfer the Relevant Personal Data 

to other data controller. 

(4) Right to object 

You have the right to object the Data Controller’s Data Processing of the Relevant Personal 

Data. 

(5) Right to request the erasure, destruction and anonymization 

You shall have the right to request that the Data Controller erase, destroy, and anonymize the 

Relevant Personal Data. 

(6) Right to request the suspension of use 

You shall have the right to request that the Data Controller suspend the use of the Relevant 

Personal Data. 

(7) Right to request the update 

You have the right to request the Data Controller to make the Relevant Personal Data correct, 

up to date and complete. 

(8) Right to lodge complaint 

You shall have the right to lodge the complaint to the relevant state authority under the PDPA 

of the violation of the PDPA by the Data Controller and the employees or sub-contractors 

thereof. 

 

8. Remarks 

(1) The Data Controller shall have the right to collect, use or disclose certain personal data 

without obtaining consent from you for the following purposes pursuant to the provisions of 

the PDPA. 

(a) It is for the prevention or suppression of a danger to a person’s life, body or health. 

(b) It is necessary for the performance of a contract to which the data subject is a party, or in 

order to take steps at the request of the data subject prior to entering into a contract. E.g. 

Clause 2 (1), (4) and (5). 

(c) It is necessary for the legitimate interests of the Data Controller or any other natural 

persons or juristic persons other than the Data Controller, except where such interests are 
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overridden by the fundamental rights of the data subject of his or her personal data. E.g. 

Clause 2 (2), (3) and (6). 

(d) It is necessary for the compliance with laws to which the Data Controller is subjected. 

E.g. compliance with PDPA or any other related laws, or with the orders of the relevant 

state authorities or the courts of jurisdiction. 

(e) Other cases where consent is not required under the PDPA 

(2) If you refuse to provide Relevant Personal Data or withdraw the consent relating to the Data 

Processing, such may result in the purposes in Clause 2 and Clause 8 (1) above being unable 

to be accomplished whether in whole or in part, which may affect the consideration of the 

Withdrawal Form or making the Data Controller unable to erase or destroy in accordance with 

the Withdrawal Form accurately etc. 

 

 

THAI SECOM SECURITY Co., Ltd. 

 

 

 

 


